Events

a. Description – events are generated as the result of Analysis rules returning a false value.  Events are analyzed by Notification Rules, and if an event satisfies a Notification Rule it is routed according to the current schedule.  




b. Properties

i. Event Id – System Assigned event id

ii. Type – Type of event.  Generated by the Error Definition that generated the event.  Notification Rule.Event Type examines the Type of an event for matching.

iii. Sub Type – Sub type of event.  Generated by the Error Definition that generated the event. Notification Rule.Event Sub Type examines the Sub Type of an event for matching.

iv. Event Level - Level of event.  Generated by the Error Definition that generated the event. Notification Rule.Level examines this part of an event for matching. 

v. Event Time – Generated time of event on the central server.

vi. Event String – Generated from Analysis Rule definition or Error Definition.  Notification Rule.Event String examines this part of an event for matching.
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